
GRC transformation to 
drive better business 
outcomes

Organizations are increasingly faced by challenges 
that make them recognize the need for transfor-
mation of their governance, risk management and 
compliance (GRC) functions. Such challenges, 
particularly in the Saudi market, include the Vision 
2030 transformation requirements, pressure to 
improve risk management effectiveness, and an 
evolving regulatory landscape. Organizations in 
both the public and private sector are highly 
recommended to embed appropriate risk manage-
ment measures into the overall decision-making 
process and strategies.

As the business and regulatory environments 
continue to evolve in the Kingdom, organizations face 
emerging risks that challenge their ambitions and 
strategies. In this environment, resilience and agility 
are key to organizational survival, and companies 
need to achieve a balance of GRC measures, and 
effective and efficient performance.

Many leading organizations already acknowledge 
that meeting these new challenges can actually 
protect and enhance business value and drive 
efficiencies. They understand that they need to 
adopt and implement a holistic model that adds value 
and meets the demands of regulators, the board of 
directors, and key stakeholders.

Such organizations don’t just manage risk, they use it 
as a source of accelerated growth to harvest 
associated opportunities. Risk optimization is a value 
generator because as helps organization to do what 
it wants quickly and safely.

To balance the rising pressure on risk management 
functions alone to drive value and cost-efficient 
operating model of organizations, transformation of 
risk management is required to become more 
effective and efficient as an organization. 

There are several ways for GRC 
functions to be considered:

Reviewing and prioritizing 
the status quo

It is advised to prioritize internal investments in 
efficiency-enhancing areas such as: integrated risk 
management, regulatory-driven transformation, 
compliance to environmental, social and corporate 
governance (ESG) regulations, cybersecurity and data 
management.
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Implementing a 
three-lines model

Questioning the distribution of roles and responsibili-
ties between the three lines of defense has in many 
instances led to a strengthening of the collaboration. 
A reduction of redundancies and unification of metho-
dologies is particularly felt between second and third 
lines of command.
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Considering cloud 
solutions

Having a flexible and scalable risk architecture is an 
essential part of a sustainable and competitive risk ma-
nagement function. Cloud solutions can provide such 
sustainability and competitiveness to GRC.
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Leveraging on data 
analytics

Analyzing risk data will likely be more flexible and 
supported by meaningful forecasts. Large institutions 
have had positive experiences with the introduction of 
data analytics tools. Machine learning can be used to 
model and update relationships without parameters. 
This way, organization can build simplified and busi-
ness intelligence solutions make risk reports clear, 
interactive and dynamic.
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Align process management 
and process optimization

A transparent operating model for the GRC function 
starts with a clear process map and effective go-
vernance and reporting lines that facilitate a regular 
review and improvement of core processes, and the 
recognition that good processes are of great import-
ance in the culture of the risk management function. 
Then, the workflow is to be fully automated: process 
control, data consolidation from different systems, and 
automation of decisions from one source. Robotic pro-
cess automation (RPA) offers an entry point into pro-
cess automation for simple and repetitive tasks. This is 
an inexpensive and quickly deployable option. A higher 
degree of maturity can be achieved by connecting pro-
cesses to workflow systems. This offers significantly 
higher potential for improvement than RPA.
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It is also recommended for GRC function 
to take action to remain resilient, 
sustainable, and effective, which then 
could be achieved through:

Leveraging industry expertise, 
tools, and accelerators for managing 
the conflict between cost pressures 
and increasing regulatory 
requirements.

Managing new emerging risks i.e., 
environmental risks, technology risks, 
regulatory risks, conduct risks, etc.

Establishing stringent process 
management for risk management.

Leveraging technology to help 
improve the risk architecture like 
cloud, continuous auditing and continu-
ous monitoring (CA/CM), data analy-
tics, RPA, etc.

Establishing efficient and effective 
governance for GRC to reach the right 
synergies across the three lines of 
defense.

Mohammad AbuDalo
Head of Governance, Risk Management 
and Compliance Solutions
KPMG in Saudi Arabia and Levant


